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Key Questions

1.  What was GISRA?

2. What did FSA do in the past?

3.  What is FISMA?

4.  How is FSA going to approach FISMA?



© 2003 BearingPoint, Inc. 2

For FSA SSO’s GISRA Was …

• The Government Information Security Reform Act

• Filling out the 261 question Self-Assessment Questionnaire 
for the 5 performance levels (Policies, Procedures, 
Implementation, Testing, and Integration)

• 17 Control Areas

• 36 Critical Elements

Expired November 2002Expired November 2002
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Remember This?
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FISMA Is …

• The Federal Information Security Management Act (passed as part 
of E-Government Act of 2002)

• Similar to GISRA, but some changes include:

• Requirement to report to Congress and others more explicit (not just through 
OMB)

• The IG’s independent review must now include actual “testing” of the 
effectiveness of IT security policies, procedures and practices of “a 
representative subset of the agency’s information systems” (i.e. testing of the 
requirements in the self-assessment questionnaire)

• Risk based decisions now limited because of the requirement that NIST and 
OMB must promulgate minimum mandatory management controls for securing 
IT systems (which will be “compulsory and binding”)
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How is FSA going to approach FISMA?

• Guidance from OMB expected in April 2003. Once FSA receives the 
guidance the Security and Privacy team will provide training.

• We expect FSA’s SSO’s roles to be similar  to GISRA

• SSO’s or contractors filling out the 261 question Self-Assessment Questionnaire for the 
5 performance levels

• 17 Control Areas
• 36 Critical Elements

• Some possible changes however to POA&M’s submitted by systems

• POA&M’s this year may also be based off the self-assessment questionnaire.

• The Critical Elements that have not reached Level 3 (Implemented) will be 
considered a weakness. The underlying questions to the critical elements will 
then be considered the milestones to remediation of the weaknesses found.


